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Computer signed procedure (Windows 2008).

Go to URL

http://147.237.72.65/public/util/G2/Request/

Download file “G2_Computer_Config_2008.zip”

Put this file to your computer, which you want to sign.

Unzip file

Go to “Start/AllPrograms/Accessories/CommandPrompt” do Right-click and choose”

“ Run as administrator”
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In opened “CommandPrompt” application go to folder “G2_Computer_Config_2008"
a. Execute file “cert_request.bat “
b. Push “OK” for received Pop-UP windows
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Template not found. Do you wish to continue anyway?
Fi I . XCertXtender-TamuzG2-Computer3¥ears

c. Received file “ComputerName.tx”t send to person ,which is responsible to sign it
(pki@tehila.gov.il; SOA@tehila.gov.il)
7. Received from responsible person file “ComputerName.cer.txt”

Is necessary rename to” ComputerName.cer”

Put “ComputerName.cer” file to folder “G2_Computer_Config_2008"
Repeat Steps 5 and 6

Execute command “cert_accept.bat”

Qa 0 T o

Push “OK” if you receive error

Certificate Request Processor E

@ Cannaot find object or property. 0x80092004 (-2146885628)

8. Execute MMC (Microsoft management console)
9. Go to” File/AddRemoveSnap-in”
Consolel - [Console Root]

@ File] Action  View Favorites  Window  Help
4= Mew Ctrl+ N
== Open... Ctrl+0
i Save Ctrl+5
Save As...
Add/Remove Snap-in... Ctrl+M
Opticns...

1 ChlUsersh..\Consolel .msc
2 compmygmt.msc
3 eventvwr.msc

4 gpedit.msc

Exit

10. Choose “Certificates/ComputerAccount/LocalComputer”
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i@ Consolel - [Console Root]
@ File Action Vi Add or Remove Snap-ins 5

@ |E =

| Console Root

You can select snap-ins for this console from those available on your computer and configure the selected set of snap-ins. For
extensible snap-ins, you can configure which extensions are enabled.

Available snap-ins: Selected snap-ins:
Snap-in Vendor = [l Console Root Edit Extensions...
=] ActiveX Control Microsoft Cor... Eﬁ‘
.numorizaticn Manager Microsoft Cor...
Iﬁl Certificates Microsoft Cor... |=
. Component Services  Microsoft Cor... Maove Up
;E”Compuher Managem... Microsoft Cor...
=4 Device Manager Microsoft Cor... add > SIS
=% Disk Management Microsoft and...

Eﬂ Event Viewer Microsoft Cor...
I Folder Microsoft Car...
_E,J’ Group Policy Object ... Microsoft Cor...
@ IP Security Monitor Microsoft Cor...
g IP Security Policy M...  Microsoft Cor...

Link to Web Address ~ Microsoft Cor...  _
- e - . P

s
=l

Description:

The Certificates snap-n allows you to browse the contents of the certificate stores for yourself, a service, or a computer,

11. Go to “Certificates/Personal/Certificates” and choose a certificate
& Consolel - [Console Root\Certificates (Local Computer]\Personal\Certificates] =2 | (5] [l

i File Action View Favorites Window Help HER
e 2060 = XE = HE

.| Console Root Issued To Actions
4 [5) Certificates (Local Compute I Igor-W7 Certificates -
4 || Personal
@Igor-‘nﬂﬁ More Actions 4

[ Certificates ) )
[] Trusted Root Certificatic FHIGOR-W7 tehila.gov.i
[] Enterprise Trust

[ Intermediate Certificatic More Actions »
[ | Trusted Publishers
[ Untrusted Certificates

[»
[»
[»
f
[»
i [ ] Third-Party Root Certifiv
[»
f
[»
[»
[»
f

Igor-W7 -

[] Trusted People

[ | Other People

[ | Remote Desktop

|| Certificate Enrollment R
| Smart Card Trusted Roo
[ Trusted Devices

12. Open certificate and make be sure, that you have a private key
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General | Details I Certification Path

|_a - Certificate Information

This certificate is intended for the following purpose(s):

* Proves your identity to a remote computer
» Ensures the identity of a remote computer

Issued to: Igor-ts

Issued by: TAMUZ-Devices CA G2

Valid from 3/ 5/ 2013 to 3/ 4/ 2018

? ‘You have a private key that corresponds to this certificate.

Issuer Statement

Learn mare about certificates




