‏יום שישי 04 ספטמבר 2020

לכבוד,

לקוחות תקשוב הממשלתי

**הנדון:** **עדכון תוכנות אבטחה לתאריך 04 ספטמבר 2020**

לידיעתכם,

**החודש יצאו עדכוני אבטחה -** להלן פירוט העדכונים לחודש זה :

Security Update Overview

On September 8, 2020 (PT), Microsoft is planning to release security updates affecting the following Microsoft products.

| Product Family | Maximum Severity | Maximum Impact | Servicing Notes |
| --- | --- | --- | --- |
| Windows 10 v2004, v1909, v1903, v1809, v1803, and v1709 | Critical | Remote Code Execution | Updates for Windows 10 will be cumulative and will include both security and non-security updates. For deployment and update information, see [https://docs.microsoft.com/windows/deployment](https://nam06.safelinks.protection.outlook.com/?url=https%3A%2F%2Fcomm.microsoft.com%2FPoliteMail257%2Fdefault.aspx%3Fpage%3DQqGXMaEraEeXQCEGnDBPOg%26ref_id%3DQlbIbCyn_UmDarKiuJA9HA&data=02%7C01%7Cv-suchet%40microsoft.com%7C050135d2cec9415c00de08d8502bb6e2%7C72f988bf86f141af91ab2d7cd011db47%7C1%7C0%7C637347495965553055&sdata=S1iOvV9MYOQmGWiQR2HTCVsNXAcbT4jKxQOMnZgCY34%3D&reserved=0). |
| Windows Server 2019, Windows Server 2016, and Server Core installations (2019, 2016, v2004, v1909, v1903, and v1803) | Critical | Remote Code Execution | Updates for these modern Windows Server products will be cumulative and will include both security fixes and non-security updates. For more information, see [https://docs.microsoft.com/windows-server](https://nam06.safelinks.protection.outlook.com/?url=https%3A%2F%2Fcomm.microsoft.com%2FPoliteMail257%2Fdefault.aspx%3Fpage%3DCPh110DWsUqtRrrdH7QsNw%26ref_id%3DQlbIbCyn_UmDarKiuJA9HA&data=02%7C01%7Cv-suchet%40microsoft.com%7C050135d2cec9415c00de08d8502bb6e2%7C72f988bf86f141af91ab2d7cd011db47%7C1%7C0%7C637347495965563054&sdata=iYHrDxoO2Qqo9YcQ1BCkjKHnZl5C4h07G1epHfowtdk%3D&reserved=0). |
| Windows 8.1, Windows Server 2012 R2, and Windows Server 2012 | Critical | Remote Code Execution | Updates for these down-level versions of Windows will be offered via monthly rollups. For each version of Windows, two rollups will be offered: The Security Monthly Quality Update (aka the Monthly Rollup) will contain both security and reliability fixes. The Security Only Quality Update (aka the Security Only update) will contain only security fixes for the month. For more details, see [Simplified servicing for Windows 7 and Windows 8.1: the latest improvements](https://nam06.safelinks.protection.outlook.com/?url=https%3A%2F%2Fcomm.microsoft.com%2FPoliteMail257%2Fdefault.aspx%3Fpage%3Dd1N0lBhOIECsa-nYkzvSpA%26ref_id%3DQlbIbCyn_UmDarKiuJA9HA&data=02%7C01%7Cv-suchet%40microsoft.com%7C050135d2cec9415c00de08d8502bb6e2%7C72f988bf86f141af91ab2d7cd011db47%7C1%7C0%7C637347495965563054&sdata=yhDZiOaCdU3tWTvpoEnOp9LiBDaQx%2BkQuiPFIsKs%2Fto%3D&reserved=0). |
| Internet Explorer | Critical | Remote Code Execution | The Security Only update for Windows Server 2012, Windows 8.1, and Windows Server 2012 R2 will not include security updates for Internet Explorer. These updates for IE will be offered as a separate package. For more details, see the blog post [Simplified servicing for Windows 7 and Windows 8.1: the latest improvements](https://nam06.safelinks.protection.outlook.com/?url=https%3A%2F%2Ftechcommunity.microsoft.com%2Ft5%2FWindows-Blog-Archive%2FSimplified-servicing-for-Windows-7-and-Windows-8-1-the-latest%2Fba-p%2F166798&data=02%7C01%7Cv-suchet%40microsoft.com%7C050135d2cec9415c00de08d8502bb6e2%7C72f988bf86f141af91ab2d7cd011db47%7C1%7C0%7C637347495965573047&sdata=vMlYlAOICryTVI1mg0QVi5DCMblXqWrqAygPULb2RWI%3D&reserved=0). |
| Microsoft Office-related software | Important | Remote Code Execution | For more information about updates for Office, please visit [https://docs.microsoft.com/officeupdates](https://nam06.safelinks.protection.outlook.com/?url=https%3A%2F%2Fcomm.microsoft.com%2FPoliteMail257%2Fdefault.aspx%3Fpage%3DjZ8tUy08Ak-qCDNvIlRHmw%26ref_id%3DQlbIbCyn_UmDarKiuJA9HA&data=02%7C01%7Cv-suchet%40microsoft.com%7C050135d2cec9415c00de08d8502bb6e2%7C72f988bf86f141af91ab2d7cd011db47%7C1%7C0%7C637347495965573047&sdata=hFMbmiJ1vql53kgMU1QPuRdY4JSA8lJeFaHkYo45Yfs%3D&reserved=0). |
| Microsoft SharePoint-related software | Critical | Remote Code Execution | For more information about updates for SharePoint, please visit [https://docs.microsoft.com/officeupdates/sharepoint-updates](https://nam06.safelinks.protection.outlook.com/?url=https%3A%2F%2Fcomm.microsoft.com%2FPoliteMail257%2Fdefault.aspx%3Fpage%3DhOJMFKCP80KhEeRihcrklQ%26ref_id%3DQlbIbCyn_UmDarKiuJA9HA&data=02%7C01%7Cv-suchet%40microsoft.com%7C050135d2cec9415c00de08d8502bb6e2%7C72f988bf86f141af91ab2d7cd011db47%7C1%7C0%7C637347495965583040&sdata=2dJPKUEwRfrgMtUE33Mu8l1Izmx3AYKY7BDBp%2BMzQaI%3D&reserved=0). |
| Microsoft Dynamics 365 | Critical | Remote Code Execution | For more information about updates for Dynamics 365 software, please visit [https://docs.microsoft.com/dynamics365](https://nam06.safelinks.protection.outlook.com/?url=https%3A%2F%2Fcomm.microsoft.com%2FPoliteMail257%2Fdefault.aspx%3Fpage%3D1ocZ03FVY0qt9HODSB9fEw%26ref_id%3DQlbIbCyn_UmDarKiuJA9HA&data=02%7C01%7Cv-suchet%40microsoft.com%7C050135d2cec9415c00de08d8502bb6e2%7C72f988bf86f141af91ab2d7cd011db47%7C1%7C0%7C637347495965583040&sdata=osthW8IwjbUC4DX1HI30lWEkMu3s6HUUefVv76P7Fw0%3D&reserved=0). |
| Microsoft Exchange Server | Critical | Remote Code Execution | For more information about updates for Exchange Server, please visit [https://docs.microsoft.com/exchange](https://nam06.safelinks.protection.outlook.com/?url=https%3A%2F%2Fcomm.microsoft.com%2FPoliteMail257%2Fdefault.aspx%3Fpage%3Dc6Fzsbf7tEqQboD2imrCcg%26ref_id%3DQlbIbCyn_UmDarKiuJA9HA&data=02%7C01%7Cv-suchet%40microsoft.com%7C050135d2cec9415c00de08d8502bb6e2%7C72f988bf86f141af91ab2d7cd011db47%7C1%7C0%7C637347495965593039&sdata=BFeslayPRfxQccRMzCimgW%2FC3xU8QgIzABdUPaj8jws%3D&reserved=0). |
| Microsoft SQL Server-related software | Important | Security Feature Bypass | For more information about updates for SQL Server, please visit [https://docs.microsoft.com/sql](https://nam06.safelinks.protection.outlook.com/?url=https%3A%2F%2Fcomm.microsoft.com%2FPoliteMail257%2Fdefault.aspx%3Fpage%3DoKv4pY7nDkmdQB1UJNs0xQ%26ref_id%3DQlbIbCyn_UmDarKiuJA9HA&data=02%7C01%7Cv-suchet%40microsoft.com%7C050135d2cec9415c00de08d8502bb6e2%7C72f988bf86f141af91ab2d7cd011db47%7C1%7C0%7C637347495965593039&sdata=REYGgCOeiVaJXDQY4yLr8QGtw72RoMJUOivIWZwQg3g%3D&reserved=0). |
| Microsoft Visual Studio-related software | Critical | Remote Code Execution | For more information about updates for Visual Studio, please visit [https://docs.microsoft.com/visualstudio](https://nam06.safelinks.protection.outlook.com/?url=https%3A%2F%2Fcomm.microsoft.com%2FPoliteMail257%2Fdefault.aspx%3Fpage%3DJI5pTbrWIUiei27V68cM1w%26ref_id%3DQlbIbCyn_UmDarKiuJA9HA&data=02%7C01%7Cv-suchet%40microsoft.com%7C050135d2cec9415c00de08d8502bb6e2%7C72f988bf86f141af91ab2d7cd011db47%7C1%7C0%7C637347495965603032&sdata=WICuuuwaWe2Ex1o%2F5j8MgiDvqeXAKrcbHdP58kF%2FYw4%3D&reserved=0). |
| ASP.NET-related software | Important | Security Feature Bypass | For more information about updates for ASP.NET, please visit [https://docs.microsoft.com/aspnet/core](https://nam06.safelinks.protection.outlook.com/?url=https%3A%2F%2Fcomm.microsoft.com%2FPoliteMail257%2Fdefault.aspx%3Fpage%3D0uJwnUTi8Uymjb7_xyejKg%26ref_id%3DQlbIbCyn_UmDarKiuJA9HA&data=02%7C01%7Cv-suchet%40microsoft.com%7C050135d2cec9415c00de08d8502bb6e2%7C72f988bf86f141af91ab2d7cd011db47%7C1%7C0%7C637347495965603032&sdata=eiVFW9zXzeL%2BwmEePMTFrwW627sONjo7RPzjtNlWU%2FQ%3D&reserved=0). |
| Windows Defender-related software | Important | Elevation of Privilege | For more information about security updates for Windows Defender and related software, please visit [https://portal.msrc.microsoft.com/en-us/security-guidance](https://nam06.safelinks.protection.outlook.com/?url=https%3A%2F%2Fcomm.microsoft.com%2FPoliteMail257%2Fdefault.aspx%3Fpage%3D6WB69etILUWNtk_lzwjnBg%26ref_id%3DQlbIbCyn_UmDarKiuJA9HA&data=02%7C01%7Cv-suchet%40microsoft.com%7C050135d2cec9415c00de08d8502bb6e2%7C72f988bf86f141af91ab2d7cd011db47%7C1%7C0%7C637347495965613024&sdata=JCABHuLKZvbjw%2B8%2FR53T8k6Or0yIzjl2sOupLWJuj6w%3D&reserved=0) |
| ChakraCore | Critical | Remote Code Execution | ChakraCore is the core part of Chakra, the high-performance JavaScript engine that powers Microsoft Edge and Windows applications written in HTML/CSS/JS. More information is available at [https://github.com/Microsoft/ChakraCore/wiki](https://nam06.safelinks.protection.outlook.com/?url=https%3A%2F%2Fcomm.microsoft.com%2FPoliteMail257%2Fdefault.aspx%3Fpage%3DYCfwcYXACk2-Si1xlFnpAg%26ref_id%3DQlbIbCyn_UmDarKiuJA9HA&data=02%7C01%7Cv-suchet%40microsoft.com%7C050135d2cec9415c00de08d8502bb6e2%7C72f988bf86f141af91ab2d7cd011db47%7C1%7C0%7C637347495965613024&sdata=OlaU24gqLcHfXP7rKa3zX2VWHhI7w%2Brc%2BCEXqAWO7Yc%3D&reserved=0). |

ממשל זמין יתחיל בביצוע התקנות אבטחת מידע, לא יאוחר מ-**7 ימים** מפרסום הודעה זו.

אם לא נקבל מכם תשובה תוך פרק זמן זה נעדכן את השרתים באופן עצמאי.

**בכבוד רב,**

**מוטי דודי** - אחראי הפצת עדכוני אבטחת מידע.