‏יום רביעי 15 יולי 2020

לכבוד,

לקוחות תהילה

**הנדון:** **עדכון תוכנות אבטחה לתאריך 14 יולי 2020**

לידיעתכם,

**החודש יצאו עדכוני אבטחה**.

להלן פירוט העדכונים לחודש זה :

Security update overview

On July 14, 2020, Microsoft released security updates affecting the following Microsoft products:

| Product Family | Maximum Severity | Maximum Impact | Associated KB Articles and/or Support Webpages |
| --- | --- | --- | --- |
| Windows 10 v2004, v1909, v1903, v1809, v1803, v1709 | Critical | Remote Code Execution | Windows 10 v2004: [4565503](https://nam06.safelinks.protection.outlook.com/?url=https%3A%2F%2Fcomm.microsoft.com%2FPoliteMail257%2Fdefault.aspx%3Fpage%3DSKe4iS-Raku8NwmCByt6KA%26ref_id%3DVzwZUE63d0Kz-xOop-H4pg&data=02%7C01%7Cv-suchet%40microsoft.com%7Cb3247799af3948f2cee408d8281ae36c%7C72f988bf86f141af91ab2d7cd011db47%7C1%7C0%7C637303443243607140&sdata=QJiVGRAnAq6m7fBhRjJb%2FZZzSFofVAVdFKE4HkbUjhk%3D&reserved=0)  Windows 10 v1903 and Windows 10 v1909: [4565483](https://nam06.safelinks.protection.outlook.com/?url=https%3A%2F%2Fcomm.microsoft.com%2FPoliteMail257%2Fdefault.aspx%3Fpage%3Dv9iGVKgA_0ez38XOowKhMg%26ref_id%3DVzwZUE63d0Kz-xOop-H4pg&data=02%7C01%7Cv-suchet%40microsoft.com%7Cb3247799af3948f2cee408d8281ae36c%7C72f988bf86f141af91ab2d7cd011db47%7C1%7C0%7C637303443243607140&sdata=YW49%2FWclsnIO5qAMYVQ6F4fwAaqCLioeXcvDN%2B%2BUxn8%3D&reserved=0)  Windows 10 v1809: [4558998](https://nam06.safelinks.protection.outlook.com/?url=https%3A%2F%2Fcomm.microsoft.com%2FPoliteMail257%2Fdefault.aspx%3Fpage%3D3qS_IfXN7k-1siOTklYe4Q%26ref_id%3DVzwZUE63d0Kz-xOop-H4pg&data=02%7C01%7Cv-suchet%40microsoft.com%7Cb3247799af3948f2cee408d8281ae36c%7C72f988bf86f141af91ab2d7cd011db47%7C1%7C0%7C637303443243617135&sdata=oYVSdaZBbU2kH5FjTM1nkFqbItj5HQlCHMJN65B4YAI%3D&reserved=0)  Windows 10 v1803: [4565489](https://nam06.safelinks.protection.outlook.com/?url=https%3A%2F%2Fcomm.microsoft.com%2FPoliteMail257%2Fdefault.aspx%3Fpage%3DfdACJLEC3k21Ec3dVLr2UQ%26ref_id%3DVzwZUE63d0Kz-xOop-H4pg&data=02%7C01%7Cv-suchet%40microsoft.com%7Cb3247799af3948f2cee408d8281ae36c%7C72f988bf86f141af91ab2d7cd011db47%7C1%7C0%7C637303443243617135&sdata=mQo0p4qa8ZtBcaQG0YYLMWMHDbZIbfaGeebp3FUKZoE%3D&reserved=0)  Windows 10 v1709: [4565508](https://nam06.safelinks.protection.outlook.com/?url=https%3A%2F%2Fcomm.microsoft.com%2FPoliteMail257%2Fdefault.aspx%3Fpage%3DL6xte7meg0m924UJFJ_WuQ%26ref_id%3DVzwZUE63d0Kz-xOop-H4pg&data=02%7C01%7Cv-suchet%40microsoft.com%7Cb3247799af3948f2cee408d8281ae36c%7C72f988bf86f141af91ab2d7cd011db47%7C1%7C0%7C637303443243627131&sdata=N6Ch%2FraEt63zdimUIwmfqxBawO2Xhfv3WR8vG6L%2BDsY%3D&reserved=0) |
| Windows Server 2019, Windows Server 2016, and Server Core installations (2019, 2016, v2004, v1909, v1903) | Critical | Remote Code Execution | Windows Server 2019: [4558998](https://nam06.safelinks.protection.outlook.com/?url=https%3A%2F%2Fsupport.microsoft.com%2Fhelp%2F4558998&data=02%7C01%7Cv-suchet%40microsoft.com%7Cb3247799af3948f2cee408d8281ae36c%7C72f988bf86f141af91ab2d7cd011db47%7C1%7C0%7C637303443243627131&sdata=%2Fyi8xDyzN94yVopJIIfGSDwC9mpLd%2FGoY%2F3dz%2BD%2Bsmk%3D&reserved=0)  Windows Server 2016: [4565511](https://nam06.safelinks.protection.outlook.com/?url=https%3A%2F%2Fcomm.microsoft.com%2FPoliteMail257%2Fdefault.aspx%3Fpage%3DsOPJsZXuOE-dEb2BxIjE5g%26ref_id%3DVzwZUE63d0Kz-xOop-H4pg&data=02%7C01%7Cv-suchet%40microsoft.com%7Cb3247799af3948f2cee408d8281ae36c%7C72f988bf86f141af91ab2d7cd011db47%7C1%7C0%7C637303443243627131&sdata=Skgn3zuxRSZatcrOUnACB5hHqEX6%2Fn4n2L50PhEP1t8%3D&reserved=0)  Windows Server v2004: [4565503](https://nam06.safelinks.protection.outlook.com/?url=https%3A%2F%2Fsupport.microsoft.com%2Fhelp%2F4565503&data=02%7C01%7Cv-suchet%40microsoft.com%7Cb3247799af3948f2cee408d8281ae36c%7C72f988bf86f141af91ab2d7cd011db47%7C1%7C0%7C637303443243637125&sdata=RQ561%2F36SQsEvCDyrK7ktlzForzbW6QBIcGe2LbARfY%3D&reserved=0)  Windows Server v1903 and Windows Server v1909: [4565483](https://nam06.safelinks.protection.outlook.com/?url=https%3A%2F%2Fsupport.microsoft.com%2Fhelp%2F4565483&data=02%7C01%7Cv-suchet%40microsoft.com%7Cb3247799af3948f2cee408d8281ae36c%7C72f988bf86f141af91ab2d7cd011db47%7C1%7C0%7C637303443243637125&sdata=Z3pFGEltWsicm9xXC5z7RTmyoOKpuzAhgxCPwOzlZxc%3D&reserved=0) |
| Windows 8.1 , Windows Server 2012 R2, Windows Server 2012 | Critical | Remote Code Execution | Windows 8.1 and Windows Server 2012 R2 Monthly Rollup: [4565541](https://nam06.safelinks.protection.outlook.com/?url=https%3A%2F%2Fcomm.microsoft.com%2FPoliteMail257%2Fdefault.aspx%3Fpage%3DEdgV1TvGw0admKAqlaFC1Q%26ref_id%3DVzwZUE63d0Kz-xOop-H4pg&data=02%7C01%7Cv-suchet%40microsoft.com%7Cb3247799af3948f2cee408d8281ae36c%7C72f988bf86f141af91ab2d7cd011db47%7C1%7C0%7C637303443243647122&sdata=yfMbr3%2FGGfGv7D%2BUr6jM8Nh4eLWOLzV4TSJ8K%2By6s%2Bs%3D&reserved=0)  Windows 8.1 and Windows Server 2012 R2 Security Only: [4565540](https://nam06.safelinks.protection.outlook.com/?url=https%3A%2F%2Fcomm.microsoft.com%2FPoliteMail257%2Fdefault.aspx%3Fpage%3DgFMdhhrQWUaZsF5rOHpa3w%26ref_id%3DVzwZUE63d0Kz-xOop-H4pg&data=02%7C01%7Cv-suchet%40microsoft.com%7Cb3247799af3948f2cee408d8281ae36c%7C72f988bf86f141af91ab2d7cd011db47%7C1%7C0%7C637303443243647122&sdata=FvaHT1zlLkgHbZMdN2OATvS3pl4JQs156Wp5gtoZzI4%3D&reserved=0)  Windows Server 2012 Monthly Rollup: [4565537](https://nam06.safelinks.protection.outlook.com/?url=https%3A%2F%2Fcomm.microsoft.com%2FPoliteMail257%2Fdefault.aspx%3Fpage%3DNWZOTUnqVUeoN1Y4-mp_4w%26ref_id%3DVzwZUE63d0Kz-xOop-H4pg&data=02%7C01%7Cv-suchet%40microsoft.com%7Cb3247799af3948f2cee408d8281ae36c%7C72f988bf86f141af91ab2d7cd011db47%7C1%7C0%7C637303443243657114&sdata=ySJZUA1HqLb0LRUExrqGJYC2sIBiknGGyHGCnywLB%2B0%3D&reserved=0)  Windows Server 2012 Security Only: [4565535](https://nam06.safelinks.protection.outlook.com/?url=https%3A%2F%2Fcomm.microsoft.com%2FPoliteMail257%2Fdefault.aspx%3Fpage%3DXWxCQM7630ix7KXI_fGwaA%26ref_id%3DVzwZUE63d0Kz-xOop-H4pg&data=02%7C01%7Cv-suchet%40microsoft.com%7Cb3247799af3948f2cee408d8281ae36c%7C72f988bf86f141af91ab2d7cd011db47%7C1%7C0%7C637303443243657114&sdata=KTd2mJp1%2B%2FMduERtHJAP0m1BC8KFW1H7n%2FoXqG%2Fsqj4%3D&reserved=0) |
| Internet Explorer | Critical | Remote Code Execution | Internet Explorer Cumulative Update: [4565479](https://nam06.safelinks.protection.outlook.com/?url=https%3A%2F%2Fcomm.microsoft.com%2FPoliteMail257%2Fdefault.aspx%3Fpage%3D_yN6se_Ka0GuUsvESQBDlA%26ref_id%3DVzwZUE63d0Kz-xOop-H4pg&data=02%7C01%7Cv-suchet%40microsoft.com%7Cb3247799af3948f2cee408d8281ae36c%7C72f988bf86f141af91ab2d7cd011db47%7C1%7C0%7C637303443243667111&sdata=Fckoq7x3GJHrNdMFwaXrkxZZfRBYzdqAG7vdjcossFw%3D&reserved=0) |
| Microsoft Office-related software | Critical | Remote Code Execution | KB Articles associated with Microsoft Office-related software: [4484357](https://nam06.safelinks.protection.outlook.com/?url=https%3A%2F%2Fcomm.microsoft.com%2FPoliteMail257%2Fdefault.aspx%3Fpage%3DMOh4CsjKMku3R6xI4G_7MA%26ref_id%3DVzwZUE63d0Kz-xOop-H4pg&data=02%7C01%7Cv-suchet%40microsoft.com%7Cb3247799af3948f2cee408d8281ae36c%7C72f988bf86f141af91ab2d7cd011db47%7C1%7C0%7C637303443243667111&sdata=GsWcTo%2Fz6Jll6jzVc4Q4JjvtR9sdnzTa3jQilf8Hk8M%3D&reserved=0), [4484363](https://nam06.safelinks.protection.outlook.com/?url=https%3A%2F%2Fcomm.microsoft.com%2FPoliteMail257%2Fdefault.aspx%3Fpage%3Dn-5e0mqsKEifiVVUbIA37A%26ref_id%3DVzwZUE63d0Kz-xOop-H4pg&data=02%7C01%7Cv-suchet%40microsoft.com%7Cb3247799af3948f2cee408d8281ae36c%7C72f988bf86f141af91ab2d7cd011db47%7C1%7C0%7C637303443243667111&sdata=Q9WvrmzfjMeO3EMVXls1XDlMOdNNo95f%2FWEMNhuElPw%3D&reserved=0), [4484381](https://nam06.safelinks.protection.outlook.com/?url=https%3A%2F%2Fcomm.microsoft.com%2FPoliteMail257%2Fdefault.aspx%3Fpage%3DD7YqFJBe-kexeckOtNPC-Q%26ref_id%3DVzwZUE63d0Kz-xOop-H4pg&data=02%7C01%7Cv-suchet%40microsoft.com%7Cb3247799af3948f2cee408d8281ae36c%7C72f988bf86f141af91ab2d7cd011db47%7C1%7C0%7C637303443243677101&sdata=1bmD8s9VJ7QylXU8JPIgRyZ5JNaOiA67S3Bapcy74Pg%3D&reserved=0), [4484382](https://nam06.safelinks.protection.outlook.com/?url=https%3A%2F%2Fcomm.microsoft.com%2FPoliteMail257%2Fdefault.aspx%3Fpage%3DwHumCLcNeU-RIM4fv8vahw%26ref_id%3DVzwZUE63d0Kz-xOop-H4pg&data=02%7C01%7Cv-suchet%40microsoft.com%7Cb3247799af3948f2cee408d8281ae36c%7C72f988bf86f141af91ab2d7cd011db47%7C1%7C0%7C637303443243677101&sdata=918oMofglORhb5vx8ZrZBzWXpqqgx4xMapab5h7BHI4%3D&reserved=0), [4484433](https://nam06.safelinks.protection.outlook.com/?url=https%3A%2F%2Fcomm.microsoft.com%2FPoliteMail257%2Fdefault.aspx%3Fpage%3DKYVxIz5iSEq8bVr8EMmFlw%26ref_id%3DVzwZUE63d0Kz-xOop-H4pg&data=02%7C01%7Cv-suchet%40microsoft.com%7Cb3247799af3948f2cee408d8281ae36c%7C72f988bf86f141af91ab2d7cd011db47%7C1%7C0%7C637303443243687095&sdata=7D9FlB91JieXOGWI7jwU7wwAcBaJ9y8RJtdLWLaEgU0%3D&reserved=0), [4484438](https://nam06.safelinks.protection.outlook.com/?url=https%3A%2F%2Fcomm.microsoft.com%2FPoliteMail257%2Fdefault.aspx%3Fpage%3DqwrbFP_1yEW0uMWS5FJQ4A%26ref_id%3DVzwZUE63d0Kz-xOop-H4pg&data=02%7C01%7Cv-suchet%40microsoft.com%7Cb3247799af3948f2cee408d8281ae36c%7C72f988bf86f141af91ab2d7cd011db47%7C1%7C0%7C637303443243687095&sdata=wUSLx2bgkcFxZ0GcWwlnNRl%2Bqd3xrrUpUPi8FWwcR8Y%3D&reserved=0), [4484441](https://nam06.safelinks.protection.outlook.com/?url=https%3A%2F%2Fcomm.microsoft.com%2FPoliteMail257%2Fdefault.aspx%3Fpage%3D8wZ9PHcT4kmil35fcbvT6g%26ref_id%3DVzwZUE63d0Kz-xOop-H4pg&data=02%7C01%7Cv-suchet%40microsoft.com%7Cb3247799af3948f2cee408d8281ae36c%7C72f988bf86f141af91ab2d7cd011db47%7C1%7C0%7C637303443243697092&sdata=HQY84KT6BY10I7YkFhsEWvDOvH%2FFyywWHBK8gGgdnyo%3D&reserved=0), [4484446](https://nam06.safelinks.protection.outlook.com/?url=https%3A%2F%2Fcomm.microsoft.com%2FPoliteMail257%2Fdefault.aspx%3Fpage%3D2NF2zIy0U06bOcfoBegc-g%26ref_id%3DVzwZUE63d0Kz-xOop-H4pg&data=02%7C01%7Cv-suchet%40microsoft.com%7Cb3247799af3948f2cee408d8281ae36c%7C72f988bf86f141af91ab2d7cd011db47%7C1%7C0%7C637303443243697092&sdata=qrBrZDR2ECj5%2FmqsHjC7cI%2B56ppFMSrbszMgoGuu70Y%3D&reserved=0), [4484450](https://nam06.safelinks.protection.outlook.com/?url=https%3A%2F%2Fcomm.microsoft.com%2FPoliteMail257%2Fdefault.aspx%3Fpage%3Dgm8a0J79wEyaqZ0QrONeHA%26ref_id%3DVzwZUE63d0Kz-xOop-H4pg&data=02%7C01%7Cv-suchet%40microsoft.com%7Cb3247799af3948f2cee408d8281ae36c%7C72f988bf86f141af91ab2d7cd011db47%7C1%7C0%7C637303443243697092&sdata=LNFjsGraVXm0ULrroIRpSNxf1SRFdTxRP6K5X%2Bet%2FvI%3D&reserved=0), [4484451](https://nam06.safelinks.protection.outlook.com/?url=https%3A%2F%2Fcomm.microsoft.com%2FPoliteMail257%2Fdefault.aspx%3Fpage%3DU7Hf7Q2bk0WOpkvnGmjoDA%26ref_id%3DVzwZUE63d0Kz-xOop-H4pg&data=02%7C01%7Cv-suchet%40microsoft.com%7Cb3247799af3948f2cee408d8281ae36c%7C72f988bf86f141af91ab2d7cd011db47%7C1%7C0%7C637303443243707085&sdata=MjfUqmJG6M8OfvrHqxUp4xVZr1RqN8HFhOYaOmQExY0%3D&reserved=0), [4484456](https://nam06.safelinks.protection.outlook.com/?url=https%3A%2F%2Fcomm.microsoft.com%2FPoliteMail257%2Fdefault.aspx%3Fpage%3D1T65mcdUykq7Sbeq_tt6Bg%26ref_id%3DVzwZUE63d0Kz-xOop-H4pg&data=02%7C01%7Cv-suchet%40microsoft.com%7Cb3247799af3948f2cee408d8281ae36c%7C72f988bf86f141af91ab2d7cd011db47%7C1%7C0%7C637303443243717084&sdata=1yrZSlbFsyu5YI8Ot3d%2FERNRt3VgntIbt1Lqq0SDJKo%3D&reserved=0), [4484458](https://nam06.safelinks.protection.outlook.com/?url=https%3A%2F%2Fcomm.microsoft.com%2FPoliteMail257%2Fdefault.aspx%3Fpage%3DSYORSneVzky6UrnjzUavQA%26ref_id%3DVzwZUE63d0Kz-xOop-H4pg&data=02%7C01%7Cv-suchet%40microsoft.com%7Cb3247799af3948f2cee408d8281ae36c%7C72f988bf86f141af91ab2d7cd011db47%7C1%7C0%7C637303443243717084&sdata=Y3SKJWzKhN529oag9CFUd7SkfozNdiaEfBaUziTiPQY%3D&reserved=0), and [4484463](https://nam06.safelinks.protection.outlook.com/?url=https%3A%2F%2Fcomm.microsoft.com%2FPoliteMail257%2Fdefault.aspx%3Fpage%3DmLhg11v2HU6uAwxjUF1NSg%26ref_id%3DVzwZUE63d0Kz-xOop-H4pg&data=02%7C01%7Cv-suchet%40microsoft.com%7Cb3247799af3948f2cee408d8281ae36c%7C72f988bf86f141af91ab2d7cd011db47%7C1%7C0%7C637303443243717084&sdata=IXwUiJg4oc6ij4NK3cYDCIaH1KXBMq1mQGAEg0bJO84%3D&reserved=0) |
| Microsoft SharePoint-related software | Critical | Remote Code Execution | KB Articles associated with Microsoft SharePoint-related software: [4484348](https://nam06.safelinks.protection.outlook.com/?url=https%3A%2F%2Fcomm.microsoft.com%2FPoliteMail257%2Fdefault.aspx%3Fpage%3DG5K_1_IJykC5vMltk1tHpw%26ref_id%3DVzwZUE63d0Kz-xOop-H4pg&data=02%7C01%7Cv-suchet%40microsoft.com%7Cb3247799af3948f2cee408d8281ae36c%7C72f988bf86f141af91ab2d7cd011db47%7C1%7C0%7C637303443243727077&sdata=dfv5e1idddXmuAUErsO%2BA69qzcy7VfiXkRukVdF7bvY%3D&reserved=0), [4484353](https://nam06.safelinks.protection.outlook.com/?url=https%3A%2F%2Fcomm.microsoft.com%2FPoliteMail257%2Fdefault.aspx%3Fpage%3DxFtiNUpY5USDn5FRpLJKdw%26ref_id%3DVzwZUE63d0Kz-xOop-H4pg&data=02%7C01%7Cv-suchet%40microsoft.com%7Cb3247799af3948f2cee408d8281ae36c%7C72f988bf86f141af91ab2d7cd011db47%7C1%7C0%7C637303443243727077&sdata=320Czd6ME8fJQkyPJZnM9eDFo0YdwVwcaztOKdlfSjU%3D&reserved=0), [4484370](https://nam06.safelinks.protection.outlook.com/?url=https%3A%2F%2Fcomm.microsoft.com%2FPoliteMail257%2Fdefault.aspx%3Fpage%3DoQNdXUoN_EGxtNNZbNWkug%26ref_id%3DVzwZUE63d0Kz-xOop-H4pg&data=02%7C01%7Cv-suchet%40microsoft.com%7Cb3247799af3948f2cee408d8281ae36c%7C72f988bf86f141af91ab2d7cd011db47%7C1%7C0%7C637303443243737068&sdata=%2Fm92eEO7UrqK8qUK%2FbetVrHmiLKnYeJxzxU%2BLzugasA%3D&reserved=0), [4484374](https://nam06.safelinks.protection.outlook.com/?url=https%3A%2F%2Fcomm.microsoft.com%2FPoliteMail257%2Fdefault.aspx%3Fpage%3DTqOve39tv02VtgjkcPHxcA%26ref_id%3DVzwZUE63d0Kz-xOop-H4pg&data=02%7C01%7Cv-suchet%40microsoft.com%7Cb3247799af3948f2cee408d8281ae36c%7C72f988bf86f141af91ab2d7cd011db47%7C1%7C0%7C637303443243737068&sdata=sVZxQajk6UOjLlfo9%2BK%2Fzs2nLRedd2FmuXYHiqNqMHI%3D&reserved=0), [4484411](https://nam06.safelinks.protection.outlook.com/?url=https%3A%2F%2Fcomm.microsoft.com%2FPoliteMail257%2Fdefault.aspx%3Fpage%3DkSYjDirFx0WUsj6mtBnPYQ%26ref_id%3DVzwZUE63d0Kz-xOop-H4pg&data=02%7C01%7Cv-suchet%40microsoft.com%7Cb3247799af3948f2cee408d8281ae36c%7C72f988bf86f141af91ab2d7cd011db47%7C1%7C0%7C637303443243747061&sdata=4L2yQs3B%2BZDQ3yZl4Q2dJ5MZLEyefEl3z3LgMcJ3XRc%3D&reserved=0), [4484436](https://nam06.safelinks.protection.outlook.com/?url=https%3A%2F%2Fcomm.microsoft.com%2FPoliteMail257%2Fdefault.aspx%3Fpage%3D0jCrxlomXUKqlUhtB3IIMA%26ref_id%3DVzwZUE63d0Kz-xOop-H4pg&data=02%7C01%7Cv-suchet%40microsoft.com%7Cb3247799af3948f2cee408d8281ae36c%7C72f988bf86f141af91ab2d7cd011db47%7C1%7C0%7C637303443243747061&sdata=oL0eqGR0CQpnjtIrUzjNxcdYPKIvaKKfiumAFGuBGb8%3D&reserved=0), [4484440](https://nam06.safelinks.protection.outlook.com/?url=https%3A%2F%2Fcomm.microsoft.com%2FPoliteMail257%2Fdefault.aspx%3Fpage%3DluNuFZsBhUGpor9EMUVZuA%26ref_id%3DVzwZUE63d0Kz-xOop-H4pg&data=02%7C01%7Cv-suchet%40microsoft.com%7Cb3247799af3948f2cee408d8281ae36c%7C72f988bf86f141af91ab2d7cd011db47%7C1%7C0%7C637303443243757056&sdata=933HjXLzupuZPInr%2B6jPs0iHS4e2bIZTu9wuaaQRsC0%3D&reserved=0), [4484443](https://nam06.safelinks.protection.outlook.com/?url=https%3A%2F%2Fcomm.microsoft.com%2FPoliteMail257%2Fdefault.aspx%3Fpage%3DlbiiMsScXEuHo51ru0cDvg%26ref_id%3DVzwZUE63d0Kz-xOop-H4pg&data=02%7C01%7Cv-suchet%40microsoft.com%7Cb3247799af3948f2cee408d8281ae36c%7C72f988bf86f141af91ab2d7cd011db47%7C1%7C0%7C637303443243757056&sdata=QouuFRh7tDyMGDoBPXaDnf4GMHlwIjoTQeOonPQQppk%3D&reserved=0), [4484448](https://nam06.safelinks.protection.outlook.com/?url=https%3A%2F%2Fcomm.microsoft.com%2FPoliteMail257%2Fdefault.aspx%3Fpage%3Dz494_oIkJUaJnIDdanS1fA%26ref_id%3DVzwZUE63d0Kz-xOop-H4pg&data=02%7C01%7Cv-suchet%40microsoft.com%7Cb3247799af3948f2cee408d8281ae36c%7C72f988bf86f141af91ab2d7cd011db47%7C1%7C0%7C637303443243767051&sdata=EjxkXGQN%2B0Y5x3pKaj4ve7cq8h2GQMQJNhejAHhzDSc%3D&reserved=0), [4484451](https://nam06.safelinks.protection.outlook.com/?url=https%3A%2F%2Fsupport.microsoft.com%2Fhelp%2F4484451&data=02%7C01%7Cv-suchet%40microsoft.com%7Cb3247799af3948f2cee408d8281ae36c%7C72f988bf86f141af91ab2d7cd011db47%7C1%7C0%7C637303443243767051&sdata=D9y2T3sj6KP4Ukzs22P7dz%2B5J8BwLOnc2pZ3NAHZgJY%3D&reserved=0), [4484452](https://nam06.safelinks.protection.outlook.com/?url=https%3A%2F%2Fcomm.microsoft.com%2FPoliteMail257%2Fdefault.aspx%3Fpage%3D-6mXsL5zC0OQFT2bxFd-JA%26ref_id%3DVzwZUE63d0Kz-xOop-H4pg&data=02%7C01%7Cv-suchet%40microsoft.com%7Cb3247799af3948f2cee408d8281ae36c%7C72f988bf86f141af91ab2d7cd011db47%7C1%7C0%7C637303443243777048&sdata=YgXe6V4pnbg%2BkDAjvAkUxsk2009LqKhUN5IHVAFDMI8%3D&reserved=0), [4484453](https://nam06.safelinks.protection.outlook.com/?url=https%3A%2F%2Fcomm.microsoft.com%2FPoliteMail257%2Fdefault.aspx%3Fpage%3DJ7Nklcw_LkCO3tPSHfEHHA%26ref_id%3DVzwZUE63d0Kz-xOop-H4pg&data=02%7C01%7Cv-suchet%40microsoft.com%7Cb3247799af3948f2cee408d8281ae36c%7C72f988bf86f141af91ab2d7cd011db47%7C1%7C0%7C637303443243777048&sdata=36eoS9xW1bYZJfAHeCWLJgVf88WTub27roM1wsQoJCA%3D&reserved=0), and [4484460](https://nam06.safelinks.protection.outlook.com/?url=https%3A%2F%2Fcomm.microsoft.com%2FPoliteMail257%2Fdefault.aspx%3Fpage%3Dn7YFOkzq8EmaUrNYh_D-Dg%26ref_id%3DVzwZUE63d0Kz-xOop-H4pg&data=02%7C01%7Cv-suchet%40microsoft.com%7Cb3247799af3948f2cee408d8281ae36c%7C72f988bf86f141af91ab2d7cd011db47%7C1%7C0%7C637303443243777048&sdata=8OZ4bVoA9EUuGDNcjir0jcwNayBoCG1PB0eYKYUdq1k%3D&reserved=0) |
| Microsoft Lync Server and Skype for Business | Critical | Elevation of Privilege | KB Articles associated with Microsoft Lync Server and Skype for Business: [4571332](https://nam06.safelinks.protection.outlook.com/?url=https%3A%2F%2Fcomm.microsoft.com%2FPoliteMail257%2Fdefault.aspx%3Fpage%3DEkx_6q6Vy0qUQwc-bNYgXw%26ref_id%3DVzwZUE63d0Kz-xOop-H4pg&data=02%7C01%7Cv-suchet%40microsoft.com%7Cb3247799af3948f2cee408d8281ae36c%7C72f988bf86f141af91ab2d7cd011db47%7C1%7C0%7C637303443243787043&sdata=rWH%2BQ7nVgRVPLxcnD0quUiv9iv0gEIDFkjSpwzCFPzY%3D&reserved=0), [4571333](https://nam06.safelinks.protection.outlook.com/?url=https%3A%2F%2Fcomm.microsoft.com%2FPoliteMail257%2Fdefault.aspx%3Fpage%3DCol7NqekPEqgKxq47dM5oA%26ref_id%3DVzwZUE63d0Kz-xOop-H4pg&data=02%7C01%7Cv-suchet%40microsoft.com%7Cb3247799af3948f2cee408d8281ae36c%7C72f988bf86f141af91ab2d7cd011db47%7C1%7C0%7C637303443243787043&sdata=21r5PrphZXak4q%2FjSg43fgAB37H4sxQpvl4VwO68jwY%3D&reserved=0), and [4571334](https://nam06.safelinks.protection.outlook.com/?url=https%3A%2F%2Fcomm.microsoft.com%2FPoliteMail257%2Fdefault.aspx%3Fpage%3DO0_WUOizmUKRsMvsB1RKsA%26ref_id%3DVzwZUE63d0Kz-xOop-H4pg&data=02%7C01%7Cv-suchet%40microsoft.com%7Cb3247799af3948f2cee408d8281ae36c%7C72f988bf86f141af91ab2d7cd011db47%7C1%7C0%7C637303443243797038&sdata=v%2B3vncz30RzCCPP9imwtTxYf%2BPZqoQz4fn0ZwOwdwHg%3D&reserved=0) |
| Microsoft .NET-related software | Critical | Remote Code Execution | KB Articles associated with Microsoft .NET-related software: [4565489](https://nam06.safelinks.protection.outlook.com/?url=https%3A%2F%2Fsupport.microsoft.com%2Fhelp%2F4565489&data=02%7C01%7Cv-suchet%40microsoft.com%7Cb3247799af3948f2cee408d8281ae36c%7C72f988bf86f141af91ab2d7cd011db47%7C1%7C0%7C637303443243797038&sdata=fn7ZOno9uyAzfzXEHiGNODQp6cRgPtwmn4ripyx%2BfI0%3D&reserved=0), [4565508](https://nam06.safelinks.protection.outlook.com/?url=https%3A%2F%2Fsupport.microsoft.com%2Fhelp%2F4565508&data=02%7C01%7Cv-suchet%40microsoft.com%7Cb3247799af3948f2cee408d8281ae36c%7C72f988bf86f141af91ab2d7cd011db47%7C1%7C0%7C637303443243807028&sdata=6BkegnBDKd809f5dR5UiYV7nwieOhNl7sRMamjj%2BPHI%3D&reserved=0), [4565511](https://nam06.safelinks.protection.outlook.com/?url=https%3A%2F%2Fsupport.microsoft.com%2Fhelp%2F4565511&data=02%7C01%7Cv-suchet%40microsoft.com%7Cb3247799af3948f2cee408d8281ae36c%7C72f988bf86f141af91ab2d7cd011db47%7C1%7C0%7C637303443243807028&sdata=yJ6WRqUk8nOys%2BxjBobhq5Nv0RsPiXaEhwBCTDd%2Fack%3D&reserved=0), [4565513](https://nam06.safelinks.protection.outlook.com/?url=https%3A%2F%2Fcomm.microsoft.com%2FPoliteMail257%2Fdefault.aspx%3Fpage%3DyyPsjoHXiUaKrDuY-L8HkA%26ref_id%3DVzwZUE63d0Kz-xOop-H4pg&data=02%7C01%7Cv-suchet%40microsoft.com%7Cb3247799af3948f2cee408d8281ae36c%7C72f988bf86f141af91ab2d7cd011db47%7C1%7C0%7C637303443243817021&sdata=hrAji8Qg1zgAqvtrhNZuUAWsujNdF505dT8a5hPI3WU%3D&reserved=0), [4565627](https://nam06.safelinks.protection.outlook.com/?url=https%3A%2F%2Fcomm.microsoft.com%2FPoliteMail257%2Fdefault.aspx%3Fpage%3DzD4XX-8b4UaGAix0kR8wkA%26ref_id%3DVzwZUE63d0Kz-xOop-H4pg&data=02%7C01%7Cv-suchet%40microsoft.com%7Cb3247799af3948f2cee408d8281ae36c%7C72f988bf86f141af91ab2d7cd011db47%7C1%7C0%7C637303443243817021&sdata=JtEVUdw376lhbqiYANjBvYOL3OIrOiXYCsqAeW%2FNJbg%3D&reserved=0), [4565628](https://nam06.safelinks.protection.outlook.com/?url=https%3A%2F%2Fcomm.microsoft.com%2FPoliteMail257%2Fdefault.aspx%3Fpage%3DAP_Z2jRfSUWiML54peP8oQ%26ref_id%3DVzwZUE63d0Kz-xOop-H4pg&data=02%7C01%7Cv-suchet%40microsoft.com%7Cb3247799af3948f2cee408d8281ae36c%7C72f988bf86f141af91ab2d7cd011db47%7C1%7C0%7C637303443243817021&sdata=znXxLbL69Nh5NJUPku9vh79YDeWkuPKh5j8j5LtUa8g%3D&reserved=0), [4565630](https://nam06.safelinks.protection.outlook.com/?url=https%3A%2F%2Fcomm.microsoft.com%2FPoliteMail257%2Fdefault.aspx%3Fpage%3DlhXMlYfUFEWYvUGvvqlb3Q%26ref_id%3DVzwZUE63d0Kz-xOop-H4pg&data=02%7C01%7Cv-suchet%40microsoft.com%7Cb3247799af3948f2cee408d8281ae36c%7C72f988bf86f141af91ab2d7cd011db47%7C1%7C0%7C637303443243827018&sdata=4DCTqUw4W1mK3RaweMVJ%2FHV1Jm44nB%2BAKRqqiLL0eV8%3D&reserved=0), [4565631](https://nam06.safelinks.protection.outlook.com/?url=https%3A%2F%2Fcomm.microsoft.com%2FPoliteMail257%2Fdefault.aspx%3Fpage%3DjKSKhPhX2UCtSwMEtxM5Yw%26ref_id%3DVzwZUE63d0Kz-xOop-H4pg&data=02%7C01%7Cv-suchet%40microsoft.com%7Cb3247799af3948f2cee408d8281ae36c%7C72f988bf86f141af91ab2d7cd011db47%7C1%7C0%7C637303443243827018&sdata=AsCQwv596tlUyDyYaeXBdZQPEXOQon96tsNKlLN777Y%3D&reserved=0), [4565633](https://nam06.safelinks.protection.outlook.com/?url=https%3A%2F%2Fcomm.microsoft.com%2FPoliteMail257%2Fdefault.aspx%3Fpage%3Df03o4Jx2kEmIq6niIOPeFQ%26ref_id%3DVzwZUE63d0Kz-xOop-H4pg&data=02%7C01%7Cv-suchet%40microsoft.com%7Cb3247799af3948f2cee408d8281ae36c%7C72f988bf86f141af91ab2d7cd011db47%7C1%7C0%7C637303443243837007&sdata=TWmvMxlqUe8sFEQOwPtKL8ZzWcMZ%2Ff%2BXEvlTQbNuSbY%3D&reserved=0), [4566466](https://nam06.safelinks.protection.outlook.com/?url=https%3A%2F%2Fcomm.microsoft.com%2FPoliteMail257%2Fdefault.aspx%3Fpage%3DOPxm3rNF4kOGwlOJuJu4Lg%26ref_id%3DVzwZUE63d0Kz-xOop-H4pg&data=02%7C01%7Cv-suchet%40microsoft.com%7Cb3247799af3948f2cee408d8281ae36c%7C72f988bf86f141af91ab2d7cd011db47%7C1%7C0%7C637303443243837007&sdata=%2F4fBbCgB5RBAM2pHMfHFb2YtpKAFnhpkKNBAPIixFIM%3D&reserved=0), [4566467](https://nam06.safelinks.protection.outlook.com/?url=https%3A%2F%2Fcomm.microsoft.com%2FPoliteMail257%2Fdefault.aspx%3Fpage%3Dnul_9UxuOEWEsWE_z8Inqw%26ref_id%3DVzwZUE63d0Kz-xOop-H4pg&data=02%7C01%7Cv-suchet%40microsoft.com%7Cb3247799af3948f2cee408d8281ae36c%7C72f988bf86f141af91ab2d7cd011db47%7C1%7C0%7C637303443243847009&sdata=46v2rd9Ta2%2BqOnMxH0u36Zdoj3bCSWsWEQaJD0lD%2BXk%3D&reserved=0), [4566468](https://nam06.safelinks.protection.outlook.com/?url=https%3A%2F%2Fcomm.microsoft.com%2FPoliteMail257%2Fdefault.aspx%3Fpage%3DJCSIQ49XMkO5_qbJFVlnaQ%26ref_id%3DVzwZUE63d0Kz-xOop-H4pg&data=02%7C01%7Cv-suchet%40microsoft.com%7Cb3247799af3948f2cee408d8281ae36c%7C72f988bf86f141af91ab2d7cd011db47%7C1%7C0%7C637303443243847009&sdata=Ct0IVKjJQPESN3js%2BjEOStvCe%2BW3d%2F9Bp18fM715BFU%3D&reserved=0), [4566469](https://nam06.safelinks.protection.outlook.com/?url=https%3A%2F%2Fcomm.microsoft.com%2FPoliteMail257%2Fdefault.aspx%3Fpage%3DPHWok23hWkGBmehNOL_Eig%26ref_id%3DVzwZUE63d0Kz-xOop-H4pg&data=02%7C01%7Cv-suchet%40microsoft.com%7Cb3247799af3948f2cee408d8281ae36c%7C72f988bf86f141af91ab2d7cd011db47%7C1%7C0%7C637303443243857000&sdata=e1A7VYXrYFDaCPdKYaM41lYF7blSbJcuPnPH4wDtlSw%3D&reserved=0), [4566516](https://nam06.safelinks.protection.outlook.com/?url=https%3A%2F%2Fcomm.microsoft.com%2FPoliteMail257%2Fdefault.aspx%3Fpage%3DjU_P38tgTEKDKVC-MwByWw%26ref_id%3DVzwZUE63d0Kz-xOop-H4pg&data=02%7C01%7Cv-suchet%40microsoft.com%7Cb3247799af3948f2cee408d8281ae36c%7C72f988bf86f141af91ab2d7cd011db47%7C1%7C0%7C637303443243857000&sdata=AQjT8F%2Bl2Ev%2BJ2bjImuQ05dANvZi3Vyam5aN%2FxrGRQ8%3D&reserved=0), [4566517](https://nam06.safelinks.protection.outlook.com/?url=https%3A%2F%2Fcomm.microsoft.com%2FPoliteMail257%2Fdefault.aspx%3Fpage%3D9u4lkFz9iUKndsV4h8Kdww%26ref_id%3DVzwZUE63d0Kz-xOop-H4pg&data=02%7C01%7Cv-suchet%40microsoft.com%7Cb3247799af3948f2cee408d8281ae36c%7C72f988bf86f141af91ab2d7cd011db47%7C1%7C0%7C637303443243866995&sdata=oxu%2FQmJtJr3eeKXOCDTKC2nraPim4UGMGSMHein3%2BRI%3D&reserved=0), [4566518](https://nam06.safelinks.protection.outlook.com/?url=https%3A%2F%2Fcomm.microsoft.com%2FPoliteMail257%2Fdefault.aspx%3Fpage%3DznOFz4NCH0-yXyo6UFJhqQ%26ref_id%3DVzwZUE63d0Kz-xOop-H4pg&data=02%7C01%7Cv-suchet%40microsoft.com%7Cb3247799af3948f2cee408d8281ae36c%7C72f988bf86f141af91ab2d7cd011db47%7C1%7C0%7C637303443243866995&sdata=CjY2jWF%2F7mFRzKHxKMVcS7P%2B9HBozqq4uHoZhAQjJbE%3D&reserved=0), [4566519](https://nam06.safelinks.protection.outlook.com/?url=https%3A%2F%2Fcomm.microsoft.com%2FPoliteMail257%2Fdefault.aspx%3Fpage%3DghwhmqfpgEW7ZO59EAnY5Q%26ref_id%3DVzwZUE63d0Kz-xOop-H4pg&data=02%7C01%7Cv-suchet%40microsoft.com%7Cb3247799af3948f2cee408d8281ae36c%7C72f988bf86f141af91ab2d7cd011db47%7C1%7C0%7C637303443243876992&sdata=2WsafJuFz6N8OeDHgnnGovS9uIt8zEJ5ZmjgDH5LGiE%3D&reserved=0), and [4566520](https://nam06.safelinks.protection.outlook.com/?url=https%3A%2F%2Fcomm.microsoft.com%2FPoliteMail257%2Fdefault.aspx%3Fpage%3DKnI07VnZbEKiyJNQAsfVZQ%26ref_id%3DVzwZUE63d0Kz-xOop-H4pg&data=02%7C01%7Cv-suchet%40microsoft.com%7Cb3247799af3948f2cee408d8281ae36c%7C72f988bf86f141af91ab2d7cd011db47%7C1%7C0%7C637303443243876992&sdata=A7g70TGzN4WpFnWecY0bJ7UFj2GLe5orxgmU2ggyXYM%3D&reserved=0) |
| Microsoft Visual Studio-related software | Critical | Remote Code Execution | For more information about security updates for Visual Studio, please visit [https://portal.msrc.microsoft.com/en-us/security-guidance](https://nam06.safelinks.protection.outlook.com/?url=https%3A%2F%2Fcomm.microsoft.com%2FPoliteMail257%2Fdefault.aspx%3Fpage%3D6WB69etILUWNtk_lzwjnBg%26ref_id%3DVzwZUE63d0Kz-xOop-H4pg&data=02%7C01%7Cv-suchet%40microsoft.com%7Cb3247799af3948f2cee408d8281ae36c%7C72f988bf86f141af91ab2d7cd011db47%7C1%7C0%7C637303443243876992&sdata=CjlfsqSPXwLkDmb2XLRhXZr1DWD%2FRnA%2BiTPrpRm9ea4%3D&reserved=0)  Additional information about updates for Visual Studio is available at [https://docs.microsoft.com/visualstudio](https://nam06.safelinks.protection.outlook.com/?url=https%3A%2F%2Fdocs.microsoft.com%2Fvisualstudio&data=02%7C01%7Cv-suchet%40microsoft.com%7Cb3247799af3948f2cee408d8281ae36c%7C72f988bf86f141af91ab2d7cd011db47%7C1%7C0%7C637303443243886986&sdata=teSPqIX%2BT0%2BRGkq60FnQJVxmnaSZbnqkIw1fWqfKTa4%3D&reserved=0). |
| Azure DevOps Server/ Team Foundation Server | Important | Spoofing | For more information about security updates for Azure DevOps Server, please visit [https://portal.msrc.microsoft.com/en-us/security-guidance](https://nam06.safelinks.protection.outlook.com/?url=https%3A%2F%2Fportal.msrc.microsoft.com%2Fen-us%2Fsecurity-guidance&data=02%7C01%7Cv-suchet%40microsoft.com%7Cb3247799af3948f2cee408d8281ae36c%7C72f988bf86f141af91ab2d7cd011db47%7C1%7C0%7C637303443243886986&sdata=dow1PUQv7S%2FIlrBnPyaL3UshRO9yOxg99pJ2llWbyQ0%3D&reserved=0)  Additional information about updates for Azure DevOps is available at [https://docs.microsoft.com/azure/devops](https://nam06.safelinks.protection.outlook.com/?url=https%3A%2F%2Fcomm.microsoft.com%2FPoliteMail257%2Fdefault.aspx%3Fpage%3DuBmM_jmaxEeeCO1Rur3GdQ%26ref_id%3DVzwZUE63d0Kz-xOop-H4pg&data=02%7C01%7Cv-suchet%40microsoft.com%7Cb3247799af3948f2cee408d8281ae36c%7C72f988bf86f141af91ab2d7cd011db47%7C1%7C0%7C637303443243896978&sdata=Si8OiRJ8rU%2BsFnkVkd5JnVWUzICPEPHdxZE8GKjP07Y%3D&reserved=0) |

ממשל זמין יתחיל בביצוע התקנות אבטחת מידע, לא יאוחר מ-**7 ימים** מפרסום הודעה זו.

אם לא נקבל מכם תשובה תוך פרק זמן זה נעדכן את השרתים באופן עצמאי.

**בכבוד רב,**

מוטי דודי-אחראי הפצת עדכוני אבטחת מידע.